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Setting Up The Panini VisionE Scanner on MAC

1. Once the Panini VisionE scanner is received, install the ink cartridge, plug in the power
connection cable and connect the scanner cable to the USB plug in your MAC and hit
‘Power’ button on back of scanner.

2. Click the Apple icon on the top left menu bar on the computer — System Preferences —
Network — VisionE and make sure it reads ‘connected’. Copy the first 10 digits of the IP
Address, as it should read 192.168.101.1 (drop any digits after this)
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3. Go to your browser and enter: http://192.168.101.1 and hit ‘Enter’

4. Once on Panini site, click ‘Configuration’
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5. Click ‘Connection Parameters Setup’
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6. Click radio button for ‘RNDIS (TCP/IP over USB) and select ‘Next’
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7. Choose dropdown next to HTTPS and select ‘Default Certificate’
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Connection Parameters (RNDIS mode)

RNDIS Mode
1P Address 1921661011
Subnet Mask 255.255.255.0
Default Gateway
DNS Server 1
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Manufacturer Name  Panini
Product Name VisionE
Pool Start Address 192168101100
On-board DHCP Server Pool End Address 192168101200
Lease Time [h] 24
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Device Name  vise-%sn%
LIDNS Domain Name panini
I NetBios Workgroup Name VISIONE
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8. In Device Name enter ‘visione’ and click ‘Root CA Certificate Download (PEM Format)
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9. The certificate will now download
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10. Click on the downloaded certificate and choose ‘Show in Finder’
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11. The downloads folder should now open and you will see the downloaded certificate
Name Size Kind Date Added
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12. Right click the certificate and choose ‘Open With’ — ‘Keychain Access (default)’
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13. Choose ‘login’ for the Keychain and click ‘Add’
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14. The certificate will open, for you to double click, go to ‘Trust’ and choose ‘Always Trust

in the first section. This should change every option to ‘Always Trust’
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15. ‘X’ out of the Certificate Authority box and it will prompt you to enter your MAC
password to confirm and ‘Update Settings’
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16. Exit the Keychain, go to Finder — Applications — enter ‘Keychain’ in search box — click
‘Login’ and search for ‘Panini’. Under the certificate, it should show now as ‘Trusted’.
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17. Go back to the Panini page already open in the browser and click ‘Set Configuration’
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18. You will now need to ‘Reboot’ your Panini Scanner, click Reboot and OK to confirm
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19. The scanner is now setup and installed so you are ready to log into Business Online
Banking and scan your check deposits.



